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	Reason for change:
	In the scenario of accessing SNPN via PLMN, the curent method is to use a configured N3IWF of SNPN. But there is a risk that if the country in which the UE is located requires lawful interception of SNPN traffic and the SNPN is not deployed locally at the country in which the UE is located, the regulatory requirement of the country in which UE is located can not be fulfilled.

According to the LS reply S2-2004810 from SA3-LI WG:
As there is no roaming defined for SNPN, an SNPN shall provide necessary facilities in each country in which they want subscribers to use their service.

So, in case the SNPN has no facilites deployed in the country in which the UE is located, the UE needs to check if the SNPN is exempted from LI requirement in the country in which the UE is located. If it is exempted, UE still can use the SNPN service via PLMN, but otherwise it is not allowed to use the SNPN service via PLMN.

	
	

	Summary of change:
	[bookmark: _Hlk54731907]Adding country information in the SNPN subscription in order to determine the relation between the UE's geographic location and the UE's subscription location. 

Clarifying the UE configuration when performing N3IWF selection for SNPN case.

If the UE's geographic location is different from UE's subscription location, the UE performs the DNS-based regulatory requirement check as proposed in 6.3.6.2a.

The following domain name described in TS 23.003 Annex E is to be extended to support DNS-based regulatory requirement check for SNPN case.
[bookmark: _Hlk54957920]<service_id>.mcc<MCC>.visited-country.pub.3gppnetwork.org

Clause 6.3.6.2a proposes to include the specific information of the desired SNPN to construct the DNS query. The benefit of such approach is to limit the DNS query for a specific SNPN and restrict the DNS answer only relevant to a specific SNPN. The DNS query format for example is:
<SNPN Identity>.n3iwf.snpn-5gc.mcc<MCC>.visited-country.pub.3gppnetwork.org

The authority/organization in the country that handles Visited Country Domain (mcc<MCC>.visited-country.pub.3gppnetwork.org) for PLMNs will be responsible for managing entries for SNPNs, since both are subdomain of the Visited Country Domain and used for the same purpose, i.e. regulatory requirement check. 

The subdomain name of Visited Country FQDN for SNPN (n3iwf.snpn-5gc.mcc<MCC>.visited-country.pub.3gppnetwork.org) shall be proposed according toTS 23.003 Annex E and applied from GSMA.

In the query format proposed in clause 6.3.6.2a, any labels to the left of n3iwf.snpn-5gc does not require application from GSMA, according to TS 23.003 Annex E Note 4.
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An SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID. The SNPN-enabled UE is additionally configured with the country related information regarding where the SNPN is deployed.
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.7.2. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
Emergency services are not supported in SNPN access mode.
NOTE 1:	Voice support with emergency services in SNPN access mode is not specified in this release.
If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Annex D.4 provides more details.
NOTE 2:	Details of activation and deactivation of SNPN access mode are up to UE implementation.
* * * Next Changes * * * 
6.3.6.1	General
When the UE supports connectivity with N3IWF but does not support connectivity with ePDG, as specified in TS 23.402 [43], the UE shall perform the procedure in clause 6.3.6.2 for selecting an N3IWF.
When the UE supports connectivity with N3IWF, as well as with ePDG, as specified in TS 23.402 [43], the UE shall perform the procedure in clause 6.3.6.3 for selecting either an N3IWF or an ePDG, i.e. for selecting a non-3GPP access node.
In both cases above the UE can be configured by the HPLMN with the same information that includes:
1)	ePDG identifier configuration: It contains the FQDN or IP address of the ePDG in the HPLMN, as specified in TS 23.402 [43], clause 4.5.4.3. This is used only when the UE supports connectivity with ePDG and attempts to select an ePDG. It is ignored in all other cases.
2)	N3IWF identifier configuration: It contains the FQDN or IP address of the N3IWF in the HPLMN.
3)	Non-3GPP access node selection information: It contains a prioritized list of PLMNs and for each PLMN it includes (i) a "Preference" parameter which indicates if ePDG or N3IWF is preferred in this PLMN and (ii) an FQDN parameter which indicates if the Tracking/Location Area Identity FQDN or the Operator Identifier FQDN (as specified in TS 23.402 [43], clause 4.5.4.4) should be used when discovering the address of an ePDG or N3IWF in this PLMN. The list of PLMNs shall include the HPLMN and shall include an "any PLMN" entry, which matches any PLMN the UE is connected to except the HPLMN.
The ePDG identifier configuration and the N3IWF identifier configuration are optional parameters, while the Non-3GPP access node selection information is required and shall include at least the HPLMN and the "any PLMN" entry.
If the ePDG identifier configuration is configured in the UE, then, when the UE decides to select an ePDG in the HPLMN (according to the procedure in clause 6.3.6.3), the UE shall use the ePDG identifier configuration to find the IP address of the ePDG in the HPLMN and shall ignore the FQDN parameter of the HPLMN in the Non-3GPP access node selection information.
If the N3IWF identifier configuration is configured in the UE, then, when the UE decides to select an N3IWF in the HPLMN (according to the procedure in clause 6.3.6.3 for combined N3IWF/ePDG selection and the procedure in clause 6.3.6.2 for Stand-alone N3IWF selection), the UE shall use the N3IWF identifier configuration to find the IP address of the N3IWF in the HPLMN and shall ignore the FQDN parameter of the HPLMN in the Non-3GPP access node selection information.
In case of SNPN, the UE is configured by the SNPN with the following information:
1)	N3IWF identifier configuration: It contains the FQDN or IP address of the N3IWF in the SNPN.
* * * Next Changes * * * 
6.3.6.2	Stand-alone N3IWF selection
The UE performs N3IWF selection based on the ePDG selection procedure as specified in the TS 23.402 [43] clause 4.5.4 except for the following differences:
-	The Tracking/Location Area Identifier FQDN shall be constructed by the UE based only on the Tracking Area wherein the UE is located. The N3IWF Tracking/Location Area Identifier FQDN may use the 5GS TAI when the UE is registered to the 5GS, or the EPS TAI when the UE is registered to EPS. The Location Area is not applicable on the 3GPP access.
-	The ePDG Operator Identifier (OI) FQDN format is substituted by with N3IWF OI FQDN format as specified in TS 23.003 [19].
-	The ePDG identifier configuration and the ePDG selection information are substituted by the N3IWF identifier configuration and the Non-3GPP access node selection information respectively. The UE shall give preference to the N3IWF in all PLMNs in the Non-3GPP access node selection information independent of the "Preference" parameter.
Network slice information cannot be used for N3IWF selection in this Release of the specification.
Accessing a standalone non-public network service via a PLMN, the UE uses the procedure defined in clause 6.3.6.2a a configured N3IWF FQDN to select an N3IWF deployed in the NPN.
* * * Next Changes * * * 
6.3.6.2a	N3IWF selection when accessing SNPN via PLMN
The UE shall first determine the country in which the UE is located. If the UE cannot determine the country in which the UE is located, the UE shall stop N3IWF selection and abort the attempt to access SNPN via PLMN.
NOTE 1:	It is up to UE implementation how to determine the country in which the UE is located.
If the UE is located in the same country as where the home SNPN is deployed according to the subscription configuration data, the UE uses the configured N3IWF identifier to access the SNPN.
If the UE is located in a different country as where the home SNPN is deployed according to the subscription data, the UE shall perform a DNS query to determine: 
-	If the country in which the UE is located mandates the selection of N3IWF in this country.
-	If the desired SNPN is exempted from the regulatory requirement in this country.
-	If the desired SNPN has local deployed facilities in this country.
The UE shall construct the DNS query by using the country code in which the UE is located and a unique identity of the desired SNPN.
If the DNS response contains no record, the desired SNPN is unknown to the country in which the UE is located. So the UE determines the desired SNPN is not exempted in this country, neither has local deployed facilities. Then the UE shall stop the N3IWF selection and abort the attempt to access SNPN via PLMN.
If the DNS response contains a record to indicate the desired SNPN is not exempted from the regulatory requirement in the country in which the UE is located but a local deployed N3IWF exists, then the UE selects the local deployed N3IWF from the DNS response to continue with the procedure of accessing SNPN via PLMN.
If the DNS response contains a record to indicate the desired SNPN is exempted from the regulatory requirement in the country in which the UE is located, then the UE selects the configured N3IWF identifier of the SNPN to continue with the procedure of accessing SNPN via PLMN.
If UE does not receive a DNS response, the UE shall stop the N3IWF selection and abort the attempt to access SNPN via PLMN.
NOTE 2:	Visited Country FQDN for SNPN is to be defined in TS 23.003 [19].
[bookmark: _Hlk52166888]NOTE 3:	The deployment of the SNPN in the country in which the UE is located supports Lawful Interception functionality by the NFs as described in clause 6.2, in case there are regulatory requirements.
* * * End of Changes * * * 

